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*Please sign the accompanying “Acknowledgment” form.  Please note that by signing the Acknowledgment form you 
are only acknowledging that you have received a copy of our Notice of Privacy Practices. 
 
This Notice of Privacy Practices describes how we may use and disclose your protected health information (PHI) to carry out 
treatment, payment or health care operations (TPO) and for other purposes that are permitted or required by law. It also describes 
your rights to access and control your protected health information. “Protected health information” is information about you, 
including demographic information, that may identify you and that relates to your past, present or future physical or mental health 
condition and related health care services.  
 
USES AND DISCLOSURES OF PROTECTED HEALTH INFORMATION 
Your protected health information may be used and disclosed by your physician, our office staff and others outside of our office that 
are involved in your care and treatment for the purpose of providing health care services to you, to pay your health care bills, to 
support the operation of the physician’s practice, and any other use required by law.  
 
Treatment:  
We will use and disclose your protected health information to provide, coordinate, or manage your health care and any related 
services. This includes the coordination or management of your health care with a third party.  For example, your protected health 
information may be provided to a physician to whom you have been referred to ensure that the physician has the necessary 
information to diagnose or treat you. 
 
Payment:  
Your protected health information will be used, as needed, to obtain payment for your health care services. For example, obtaining 
approval for a hospital stay may require that your relevant protected health information be disclosed to the health plan to obtain 
approval for the hospital admission.  
 
Healthcare Operations:  
We may use or disclose, as-needed, your protected health information in order to support the business activities of your physician’s 
practice. These activities include, but are not limited to, quality assessment, employee review, training of medical students, 
licensing, fundraising, and conducting or arranging for other business activities. For example, we may disclose your protected health 
information to medical school students that see patients at our office. In addition, we may use a sign-in sheet at the registration 
desk where you will be asked to sign your name and indicate your physician. We may also call you by name in the waiting room 
when your physician is ready to see you. We may use or disclose your protected health information, as necessary, to contact you to 
remind you of your appointment, and inform you about treatment alternatives or other health-related benefits and services that 
may be of interest to you. 
 
We may use or disclose your protected health information in the following situations without your authorization. These situations 
include: as required by law,  
 

• Public health issues as required by law, communicable diseases, health oversight, abuse or neglect,  

• Food and drug administration requirements,  

• Legal proceedings, law enforcement, coroners, funeral directors, organ donation, research, criminal activity,  

• Military activity and national security, workers’ compensation, inmates, and other required uses and disclosures.   

• To outside companies that assist in operating our health services, including but not limited to, accounting, auditing and 
other services provided by these “business associates.” 

• Decedents: Allows a covered entity to disclose PHI to a family member, relative or other involved in your health care or 
payment thereof, unless you have objected, which you have the right to do, by signing a form. 

 
Under the law, we must make disclosures to you upon your request. Under the law, we must also disclose your protected health 
information when required by the Secretary of the Department of Health and Human Services to investigate or determine our 
compliance with the requirements under Section 164.500. Other Permitted and Required Uses and Disclosures will be made only 
with your consent, authorization or opportunity to object unless required by law.  You may revoke the authorization, at any time, in 
writing, except to the extent that your physician or the physician’s practice has taken an action in reliance on the use or disclosure 
indicated in the authorization. 
 



 
YOUR RIGHTS   
 
You have the right to inspect and copy your protected health information (fees may apply) – Under federal law, however, you may 
not inspect or copy the following records:  Psychotherapy notes, information compiled in reasonable anticipation of, or used in, a 
civil, criminal, or administrative action or proceeding, protected health information restricted by law, information that is related to 
medical research in which you have agreed to participate, information whose disclosure may result in harm or injury to you or to 
another person, or information that was obtained under a promise of confidentiality. 
 
You have the right to request an electronic copy of PHI that is maintained electronically (EHR) in one or more designated record 
sets, if readily producible.  If the PHI is not maintained in the requested form or format, the entity must provide the individual with 
the PHI in a readable electronic form and format agreed to by both parties, e.g., providing a disc with a PDF file, sending a secure 
email with a word file or providing access through a secure web-based portal.  A hard copy may be provided if the requesting 
individual rejects all the offered electronic formats. (iii) if a medical record is in mixed media (e.g., some paper and some electronic), 
a Covered Entity is not required to scan the paper documents to provide a single electronic copy. 
 
You have the right to have PHI transmitted to a Third Party-This must be done in writing and does not replace the authorization 
process for third party requests.  
 
You have the right to be notified of a Breach in your HPI- In the event that we or one of our business associates discovers a breach 
of unsecured PHI involving your medical information; we will immediately conduct a risk assessment to determine the presumption 
of a reportable breach.     
 
You have the right to request a restriction of your protected health information to a Health Plan – This means you may ask us not to 
use or disclose any part of your protected health information and by law we must comply when the protected health information 
pertains solely to a health care item or service for which the health care provider involved has been paid out of pocket in full (if you 
pay out of pocket, you have the right to request that we not file to your insurance). You may also request that any part of your 
protected health information not be disclosed to family members or friends who may be involved in your care or for notification 
purposes as described in this Notice of Privacy Practices. Your request must state the specific restriction requested and to whom you 
want the restriction to apply.  By law, you may not request that we restrict the disclosure of your PHI for treatment purposes. 
 
You have the right to request to receive confidential communications – You have the right to request confidential communication 
from us by alternative means or at an alternative location. You have the right to obtain a paper copy of this notice from us, upon 
request, even if you have agreed to accept this notice alternatively i.e. electronically.  
 
You have the right to request an amendment to your protected health information – If we deny your request for amendment, you 
have the right to file a statement of disagreement with us and we may prepare a rebuttal to your statement and will provide you 
with a copy of any such rebuttal.  
 
You have the right to receive an accounting of certain disclosures – You have the right to receive an accounting of all disclosures 
except for disclosures: pursuant to an authorization, for purposes of treatment, payment, healthcare operations; required by law, 
that occurred prior to April 14, 2003, or six years prior to the date of this request.  
 
The current updates to the “privacy practice notice” included new limits on uses and disclosures of the sale of PHI, Fundraising, 
Research and Marketing, however, Lexington Infectious Disease Consultants does not participate in any of those events. 
 
You have the right to obtain a paper copy of this notice from us even if you have agreed to receive the notice electronically.  We 
reserve the right to change the terms of this notice and we will notify you of such changes on the following appointment.  We will 
also make available copies of our new notice if you wish to obtain one.  
 
COMPLAINTS You may complain to us or to the Secretary of Health and Human Services if you believe your privacy rights have been 
violated by us. You may file a complaint with us by notifying our Compliance Officer, Stephanie Thompson of your complaint. We will 
not retaliate against you for filing a complaint.  
 
Our Duties:  We are required by law to maintain the privacy of and provide individuals with, this notice of our legal duties and 
privacy practices with respect to protected health information.   We are also required to abide by the terms of the notice currently in 
effect.  If you have any questions in reference to this form, please ask to speak with our HIPAA Compliance Officer in person or by 
phone at our main phone number. 



Notice of Privacy Practices Acknowledgment 
  Lexington Infectious Disease Consultants, PSC 

1720 Nicholasville Road, Suite 602, Lexington, Kentucky 40503 
859 277-4005 Fax 278-2507 

 

 

 

I understand that under the Health Insurance Portability and Accountability Act (HIPAA), I have certain rights to privacy 

regarding my protected health information.  I acknowledge that I have received or have been given the opportunity to 

receive a copy of your Notice of Privacy Practices.  I also understand that this practice has the right to change its Notice of 

Privacy Practices and that I may contact the practice at any time to obtain a current copy of the Notice of Privacy 

Practices.   

 

 

 

 

 

___________________________________________________               _________________________ 

Patient Name or Legal Guardian (print)     Date 

 

 

___________________________________________________ 

Signature 

 

 

 

 

 

 

 

Revised July 15, 2022 

 

 

 

 

 

Office Use Only 

 

We have made the following attempt to obtain the patient’s signature acknowledging receipt of the Notice 

of Privacy Practices: 

 

 

 

Date:______________    Attempt:____________________________________________________ 

 

 

Staff Name:__________________________________ 

 

 

 

 

 


